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1. Motivation
Quantitative evaluation of how fine-grained ASLR or code randomization impacts code reuse attacks is necessary.
Methodologies for security metrics such as gadget reduction, upper bound for re-randomization intervals, etc. are necessary.

2. Challenges
How to quantify the impact of fine-grained ASLR
How to quantify the difficulty of accessing system functions
How to quantify the quality of a gadget chain

3. Approach
We measure JIT-ROP gadgets using 5 tools, 13 applications, and 19 libraries.
We quantify the importance of a code pointer leak using JIT-ROP gadgets.
We measure the gadget quality using register corruption rate.
We provide a methodology for determining the re-randomization interval.

4. Experimental Design
5. Evaluation
Gadget reduction by FG tools
Tools Reduction
Zipr 80%~90%
Selfrando 23%~40%
CCR 10%~27%
Multicompiler 6%~37%
Shuffler ~24%

6. Conclusion
We presented multiple general methodologies for quantitatively measuring the ASLR security under the JIT-ROP threat model and conducted a comprehensive measurement study. Major findings include i) instruction-level randomization has the most impact on gadget reduction, ii) equal viability of pointer leaks, and iii) insignificant impact on gadget quality. Besides, upper bound helps guide re-randomization adopters to make more informed configuration decisions.
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